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SUMMARY

We present an FPGA-based architecture implemented on a Zynq7020 chip for Quantum Communication applications [1]. The architecture fully exploits the
FPGA/CPU duality of the System-on-a-Chip (SoC) and can be adapted to work as a control system for Quantum Key Distribution (QKD) transmitter, as a readout
system for QKD receiver and as a system for Quantum Random Number Generation (QRNG). Over the year, this architecture was used in different Quantum
Communication experiments by the QuantumFuture group [2-5]. Furthermore, the dual core capability of the Zynq7020 was exploited to implement a
continuous stream (through a TCP connection) for a high-level security QKD system. As a matter of fact, a proper QKD transmitter should be provided with a
true random string of data in order to make the transmitted qubit sequence fully random (this prevents an attack on the non-randomness of the qubit
sequence). The full system (QRNG+QKD tx) was tested with a qubit rate of 50 MHz and a continuous stream of 200 Mbyps.
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